
Statement of Compliance
Of MTPCS, LLC

With Subpart U of Part 64 of the Commission's Rules

This cOlnpliance statelnent is made by MTPCS, LLC, on behalf of itself and its wholly-owned
subsidiary MTPCS License Co., LLC (collectively, "the Con1pany"). The operating procedures
of the COlnpany ensure that it is in cOlnpliance with the rules in Subpart U of Part 64 of the
COlnlnission's Rules, as follows.

The COlnpany has implelnented a systeln whereby the status of each custolner's Custolner
Proprietary Network Infonnation ("CPNI") approval can be established prior to the use of CPNI.
The COlnpany's elnployees are trained on these procedures and they are set forth in the
con1pany's policies and procedures.

Identity Verification. The Company does not rely on a customer's nan1e, social security nUlnber,
phone nUlnber, or address when deternlining their identity. Instead, the COlnpany personnel use
customer-generated passwords to verify identity. The COlnpany does not release call detail
inforn1ation during telephone-initiated contact until the custon1er provides the password. If the
customer does not provide the password, COlnpany personnel call the custolner back at the
telephone nUlnber of record, or advise the caller to go in to one of the COlnpany's retail stores and
show valid photo identification.

Online Access. The COlnpany perlnits online access only through a password that it sends to a
customer that has supplied an elnail address and has (1) shown valid photo identification to a
store representative; or (2) been called back at the phone nUlnber of record.

Custon1er Notification of Changes. The Con1pany notifies a custolner itnlnediately when there
are any changes to the cllstolner's password, response to a back-up n1eans of authentication for
lost or forgotten passwords, online account, or address of record. The notification is 111ailed to the
custolner's address of record or called to the phone nUlnber of record; if the address was the
changed inforn1ation, the notification is called to the phone nUlnber of record; if the phone
nUlllber was changed, the notification is lnailed to the address of record.

Third Parties. The COlnpany does not sell CPNI to third parties. The Con1pany only discloses
CPNI to third parties (other than affiliates or duly authorized agents) to the extent required or
expressly perlnitted by law.

Marketing. The COlnpany does not use, disclose, or pertnit access to CPNI to n1arket to a
customer any service offerings that are within a category of service to which the subscriber does
not already subscribe frOln the COlnpany, unless the COlnpany has obtained custolner approval to
do so in accordance with 47 C.F.R. § 64.2007, or as described in 47 C.F.R. § 64.2005(c), or (as
noted in Section 64.2007(b)) as otherwise provided in section 222 of the Con1lnunications Act of
1934, as alnended.

Training. In accordance with its policies concerning use of CPNI, the Company trains its
personnel on when they are and are not authorized to use CPNI. If personnel do not use - or
refrain frOln using - CPNI appropriately, those personnel are disciplined according to the express
disciplinary process in the COlnpany's sales and hUlnan resources policies.

Supervisory Review; Records. Pursuant to its sales and marketing policies, the Cotnpany has
established a supervisory review process regarding its cOlnpliance with the FCC rules for
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outbound n1arketing situations, and the Con1pany lTIaintains records of its cOlnpliance for a
minimulTI period of one year. Specifically, the Con1pany's sales personnel are required to obtain
supervisory approval of any proposed outbound Inarketing request for custolner approval.

Records. The Con1pany Inaintains records of any and all sales and Inarketing campaigns that use
subscribers' CPNI, and any times when CPNI is shown or given to third parties. These records
describe each such campaign, state what CPNI was used in the calnpaign, and what products and
services were offered as a part of the calnpaign. The records are lTIaintained for not less than two
years.

"Notifications. The COlTIpany notifies law enforcement and the custolner of any breach of the
COlTImission's ePNI rules. The Company, in accordance with its policies, provides written notice
within five business days to the COlTIlnission of any instance where the opt-out InechanislTIS do
not work properly, to such a degree that conSUlners' inability to opt-out is more than an anomaly.

COlnpliance certificate and statelnent. P~n officer of the C0111pany, as its agent, signs a
cOlnpliance certificate on an annual basis stating that the officer has personal knowledge that the
COlnpany has established operating procedures that are adequate to ensure cOlnpliance with the
rules in this subpart. The Company provides a statement accolnpanying the certificate explaining
how its operating procedures ensure that it is or is not in cOlnpliance with the rules in this subpart.
These doculnents are filed in the company's records. For this year, this document and the
accompanying certification constitute that staten1ent.

This staten1ent has been reviewed and found accurate, in accordance with the procedures and
policies ofMTP7/, ~LC, as of February 21, 2011.

Signed: LJI.... r ~ ·
Print NatTIe: ----=~;;..:...~=~"__t_e;....::..c____.::~"_____l.. ~~"--'-"--=~"---_

Title: eyp r C/

Date: ~. I~ II
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Annual 47 C.F.R. § 64.2009(e) CPNI Certification
EB Docket 06-36

Aru1ual 64.2009(e) CPNI Certification for 2010

Date filed: _--::Y::..-"~/ ' 2011

Nalne of conlpany(s) covered. by this certifi.cation: MTPCS, LLC and its wllolly-own.ed
subsidiary MTPCS License Co., LLC· (collectively', "tIle ConlpallY")

Forln 499 Filer ID:

'Name of signatory:

Title of signatory:

825542

I, f)";t}~e( E. f.lt>j)K,,~J ,certify that I alTI an officer of the Compan'y nanled above, alld.
i

acting as an agent of tIle Company, that I I1ave persollallmowledge that the Company has
established operating procedures that are adequate to ensure compliance with the Conlmission's
CPNI rules. k)ee 47 C.F.R. § 64.2001 et seq.

Attached to tllis certificatioll is an accompallyillg statenlellt explainillg how the Compally's
procedures ensure tI1at the Company is in compliance with the requiren1ents set fOlih in section
64.2001 et seq. of tIle Con1missioll'S rules.

The Company .has taken the following actions against data brokers in the past year: No actions
necessary in 2010. The CompallY's illforlnation with respect to tIle processes pretexters are using
to attempt to access CPNI is: inforlnation available in trade publications, news Inedia and research in
the Industry. TIle attached statenlent describes the steps the COlnpany is taking to protect ePNI.

The following is a SUlnlnary of all custolner cOlnplaints received in 2010 regarding the
unauthorized release of CPNI. NUlnber of customer cOlnplaints the COlnpany received in 2010
related to unauthorized access to CPNI, or unauthorized disclosure of CPNI: 1

Number of instances of improper access by elnployees - 1

Number of instances of improper disclosure to individuals not authorized to receive the
inforlnation - 0

Number of instances of improper access to online information by individuals not
authorized to view the infonnation - 0

Number of other instances of improper access or disclosure - 0

Description of instances of customer complaints, inlproper access or disclosure:

An employee of the Company improperly accessed the accoul1t of a customer, his
girlfriend, for the purpose of obtaining the montilly invoices 011 the aCCOUllt. The
enlployee updated the customer aCCOl111t to includ.e himself as an authorized llser, ill direct



violation of the Conlpany's CPNI policy and procedures, and forwarded tIle cllstomer's
lTIOllthly illvoices to his own email address. TIle alleged breach was brought to the
COlnpany's attention by tIle customer, and after investigation it was determined that
breach 11ad occurred.

Signed ~:"--"':=-----JI--~-r-.E...--------


